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Readers interested in seeing details of how the decipherments were
obtained are referred to the original explanation published in The Crypto-
gram, but be warned, the solver described his method as “simple but extremely
tedious.”' He did not make use of a computer!

Trust, But Verify

In the April 1993 Cryptologia piece in which he presented Mauborgne’s 1915
unsolved cipher, Kruh wrote, “The cipher was published in The Cryptogram,
the official publication of the American Cryptogram Association, early last
year” But it wasn't in a 1992 issue. It actually appeared in the March-April
1991 issue, p. 7, under Kruh’s ACA pen name MEROKE.

So he made a mistake in a citation. He probably anticipated having his
Cryptologia paper see print in 1992, and when it was delayed to the following
year, he forgot to update the “early last year” reference to the previous piece.
Big deal. Surely he would take care in the more important task of transcribing
the cipher, right?

Rather than simply accept Kruh'’s presentation of Mauborgne’s cipher, as a
suspicious cryptologist, I wanted to see the original document. Perhaps Kruh
left out something that might give us further insight into the solution, or more
seriously, perhaps he made an error in copying the cipher letters for his arti-
cle. Sadly, there’s precedent for the latter.

Kruh and two coauthors wrote about yet another challenge cipher, actually
a set of three of them, in a paper published in 1990. These ciphers were cre-
ated using a system John F. Byrne designed in 1918 and called Chaocipher.'2
Byrne tried repeatedly for almost forty years to interest the U.S. government
in his system, without success. He died in 1960, but his son, John Byrne, knew
how the secret system worked and wished to continue promoting his father’s
work with the new challenge. Although the third cipher was presented cor-
rectly, the other two contained errors.

The most serious errors occurred in the second cipher. It was presented as

ENWSC EAQGI VIDEM WUMSN ZMNTV UFDLB JKKMR HHSNB KTJBH
VPTWH FMQQJ PGRWF FVJMD HFUZO XEOZT MKZSA MJYRL SQSXU
ZYEKR JBFRE SGGFX FEGXL PWTWL ZAVIM TBDTQ BLVRZ VEMMT
LXITZ
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The deciphered message should have been
Our own memories are mysterious enough even to
ourselves and we should recognize that they do not
exist in space only in time and that they are in all
respects immaterial.
But this couldn’t be obtained. The third grouping of ciphertext letters, VIDEM,
was wrong. It should have been written UTOEM. Misrepresenting U as V and
0 as D in the ciphertext meant that even someone applying the correct deci-
phering algorithm (which was kept secret) with the correct key (also secret!)
would get only this:

OUROW NMEMO OIPXA AEJZG GRYTF NYMRS DJOIM USHNV LLFIN
WOJWK JAGTA MUQVR CBGGS HJAMW CCRGY JKAEY SPFAP PMHPZ
VXWFQ DGHXA HKHRJ EWLST ALBPT JSZAQ HQXVI WBLIC QTHQJ
MZVWU®

The paper with this serious error was not written by Kruh alone. He had
two coauthors, one of whom was John Byrne, the son of the creator of the
system! Knowing that this cipher was misrepresented by Kruh, and that he
also made an error in reproducing the cipher alphabets for Mauborgne’s later
challenge, it doesn't take a leap of faith to imagine that Mauborgne’s 1915
cipher could have been misrepresented as well.

So I contacted a librarian at the New York Public Library’s Rare Book
Division, asking for scans of the relevant papers, just to make sure I was pre-
senting an accurate version of Mauborgne’s 1915 cipher. Here’s the response
I got:

Dear Craig,

Thanks for your email regarding the cipher question. I have searched in
our catalogs and have scanned our shelves—I cannot locate an item that
matches this in our collection. The description is well intended, but as you
point out there is no call number (or exact title) and that makes tracking
this down a bit difficult. If you do come across any other references, please
do let me know, and I will continue the search for you. There is a 1912 im-
print that we have in the regular collection that is authored by Maubor-
gne, but this pre-dates your reference. Please let me know if I can be of any
more assistance and best of luck.
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Best,

Kyle R. Triplett, Librarian

Brooke Russell Astor Reading Room for
Rare Books and Manuscripts

The New York Public Library

Archives, Manuscripts, and Rare Books
Stephen A. Schwarzman Building,
Room 328

476 Fifth Avenue, New York, NY 10016
manuscripts@nypl.org

So, until these pages turn up, or a copy of them is found elsewhere, we have
yet another doubt to contend with!
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NOTES TO CHAPTER 9

Chapter 8: A Challenge Cipher

In 2011, Steven Bellovin uncovered the fact that the one-time pad had, in fact, only been
rediscovered by Mauborgne and Vernam. It was previously known to Frank Miller and was
published by him in an 1882 commercial code book. For details, see Steven M. Bellovin, “Frank
Miller: Inventor of the One-Time Pad,” Cryptologia 35, no. 3 (July 2011): 203-22.

Aline from the film Fight Club.

Aline from the film Saw.

Aline from the film Freddy Got Fingered.

It was re-presented by William F. Friedman, who had already solved it but delayed revealing
his solution until the next issue to give readers a chance to attack it for themselves,

Taken here from Louis Kruh, “A 77-Year Old Challenge Cipher,” Cryptologia 17, no. 2 (April
1993): 172-74.

Kruh, “A 77-Year Old Challenge Cipher,” 172.

Louis Kruh, “Riverbank Laboratory Correspondence, 1919 (SRH-50),” Cryptologia 19, no. 3
(July 1995): 236-46.

Aline from the film 7.

Thanks to Moshe Rubin for helping me identify this individual.

TRIO (ACA pen name for Fenwick Wesencraft), “Solutions of the M-94 Test Messages,” The
Cryptogram 48, no. 8 (November—December 1982): 6-7.

Byrne promoted the system most famously in John F. Byrne, Silent Years: An Autobiography
with Memoirs of James Joyce and Our Ireland (New York: Farrar, Straus and Young, 1953).

The error was pointed out in Jeff Calof, Jeff Hill, and Moshe Rubin, “Chaocipher Exhibit 5:
History, Analysis, and Solution of Cryptologia’s 1990 Challenge,” Cryptologia 38, no. 1 (January
2014): 1-25.

Chapter 9: More Challenge Ciphers

For a fuller account of this episode of government censorship, see Craig Bauer and Joel Burk-
holder, “From the Archives: Reading Stimson’s Mail,” Cryptologia 31, no. 2 (April 2007): 179-84.
Alexander d'Agapeyeff, Codes and Ciphers (London: Oxford University Press, 1939), front
inside dust jacket.

d'Agapeyeff, Codes and Ciphers, 62—63.

J 77/2621/1445, Divorce Court File: 1445. Appellant: Josephine Christian Lilian Passy d’Agap-
eyeff. Respondent: Alexander dAgapeyeff. Type: Wife's petition for divorce [WD], 1929, The
National Archives, Kew, England.

Ralph Erskine and John Gallehawk located and photographed d’Agapeyeff's SOE file for me,
but it didn't indicate why he was turned down. The reference is Special Operations Execu-
tive: Personnel Files (PF Series). Alexander d’Agapeyeff, Collection: Records of Special Oper-
ations Executive, 01 January 1939-31 December 1946, HS 9/9/5, The National Archives, Kew,
England. Erskine thought it was doubtful that d’Agapeyeff was turned down because of the
adultery. He pointed out, “Sir Stewart Menzies, head of the UK SIS, had at least 1 mistress,
and was also divorced. Hinsley said privately that Godfrey, the Director of Naval Intelligence
had a number of women.” On the other hand, when interviewing potential new hires, NSA
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